


Verzeichnis für 
Verarbeitungstätigkeiten

(VVT)



Art. 30 DSGVO (Verzeichnis für Verarbeitungstätigkeiten)

Welche Informationen gehören in ein VVT?
• Name und Kontaktdaten des…

• …Verantwortlichen und dessen Vertreter
• …Datenschutzbeauftragten
• …eventuell gemeinsam Verantwortlichen oder eines 

Auftragsverarbeiter

• Zwecke der Verarbeitung (Warum)
• Kategorien betroffener Personen (Wer)
• Kategorien personenbezogener Daten (Was)
• Kategorien von Empfängern (Wohin)
• Löschregeln und Speicherkonzepte (Wie lang)
• Allgemeine Beschreibung der technischen 

und organisatorischen Maßnahmen (Womit)



Wird vergeben von der 
Stabsstelle 
Informationssicherheit und  
Datenschutz und sollte 
danach bei jeder 
Kommunikation angegeben 
werden.

Eindeutige, 
klare 
Benennung des 
Projekts

Immer vorausgefüllt



Hier bitte den Prozessverant-
wortlichen inkl. Kontaktdaten 
eintragen.

Sollte kein Datenschutz-
koordinator für Ihren Bereich 
festgelegt sein, bitte frei lassen!



Was wird 
gemacht ?

Warum wird es 
gemacht?



Erläuterungen zur Rechtsgrundlage nach Artikel 6 litt. a-f DSGVO Rechtmäßigkeit der Verarbeitung

a) Einwilligung durch die betroffene Person (meist Grundlage bei Forschungszwecken)
- Der oder die Zwecke müssen klar definiert sein.
- Die Einwilligung muss in einer klaren, verständlichen Sprache verfasst sein
- Die Einwilligung kann durch den Betroffenen jederzeit genauso einfach widerrufen werden, 
      wie sie gegeben wurde.
- Die Einwilligung muss nicht schriftlich erfolgen, sondern durch eine schlüssige Handlung des Betroffenen .

- Die schriftliche Form hat jedoch immer den Vorteil der besseren Dokumentation.

b) Erfüllung eines Vertrages

c) Erfüllung einer rechtlichen Verpflichtung
- Grundlage z.B. im Unionsrecht, Recht des Mitgliedsstaates oder, im Falle einer Hochschule, des 
      Hochschulgesetzes.

d) Erforderlich, um lebenswichtige Interessen zu schützen
- An der Hochschule selten in einer wiederkehrenden Aufgabe zu finden. Jedoch sollte in Ausnahmefällen 

selbstverständlich gelten: Handeln! (Bsp.: Schutz einer Schwangeren im Labor) 



e) Wahrnehmung einer Aufgabe des öffentlichen Interesses

f) Wahrung von berechtigten Interessen
- Hier geht es um berechtigte Interessen des Verantwortlichen oder eventuell sogar eines Dritten. 
- Übermittlungen innerhalb unterschiedlicher Bereiche in einem Unternehmen (kleines Konzernprivileg)
- Sicherstellung der Informationssicherheit 
- Aber: da das „berechtigte Interesse“ sehr weit gefasst werden kann, muss die anschließende 

Interessenabwägung sicherstellen, dass die Interessen des Betroffenen in keinem Fall überwiegen!

In den meisten Fällen kommt an der Universität Siegen Artikel 6 Abs. 1 lit. 
a, b oder e zum Einsatz. Oftmals in Verbindung mit §18 DSG NRW 
(Datenverarbeitung im Beschäftigungskontext und §3 HG NRW (Aufgaben 
der Hochschule) oder §17 DSG NRW (Datenverarbeitung zu 
wissenschaftlichen oder historischen Forschungszwecken oder zu 
statistischen Zwecken)



Hier sind die abgefragten 
Kategorien einzutragen.
Bei einer großen Menge 
an Kategorien kann man 
auch zusammenfassen 
(Bsp. statt Straße, PLZ, 
Ort, E-Mail, Telefon, 
Kontaktdaten als einen 
Punkt anführen).

Werden Daten in einer 
Weise, die das DSG NRW als 
„Besondere Verarbeitungs-
situationen“ bezeichnet, 
verarbeitet, so sind weitere 
Maßnahmen der 
Verarbeitung zu 
berücksichtigen. DSG NRW 
§§16ff. (z.B. 
Anonymisierung bei 
statistischen Zwecken)



Artikel 9 DSGVO 
Besondere Kategorien personenbezogener Daten

- rassische, ethnische Herkunft
- politische Meinungen
- religiöse und weltanschauliche Überzeugungen
- Gewerkschaftszugehörigkeit
- genetische, biometrische Daten
- Gesundheitsdaten
- Daten zum Sexualleben und zur sexuellen Orientierung



Die laufenden Nummern
werden fortgesetzt. 
Nicht wieder von 1 an beginnen!

Daten, die auf Folie 3 
aufgelistet sind. 
„Besondere Kategorien
personenbezogener 
Daten“ bedürfen einer 
expliziten Einwilligung 
NUR durch den 
Betroffenen selbst.

ACHTUNG!
Ab hier werden 
die Nummern 
eingetragen, 
die wir unter Punkt 2 
festgelegt haben.  
Es gilt: Nummern sind 
durch Kommata oder 
Bindestrich voneinander 
abzugrenzen(Bsp.: 1-10, 
1,3-5 etc.)



Ein VVT kann nur erfolgreich
abgeschlossen werden, wenn 
Erläuterungen zur Speicherzeit 
der Daten erfolgen. 
Ziel sollte sein, Daten so kurz 
wie möglich und so lang 
wie nötig zu speichern!

Daten, die für spätere statistische
Zwecke noch gebraucht werden, 
dürfen anonymisiert archiviert 
werden. 
Dabei muss eine absolute 
Anonymisierung gewährleistet sein!



Pseudonymisierte Daten - faktisch anonymisierte Daten - absolut anonymisierte Daten

• pseudonymisierte Daten:
• Der Name der betroffenen Person wird durch eine Nummer, ein Alias oder ein 

anderes Kennzeichen ersetzt.
• Es existiert ein Dokument, welches Name und Pseudonym eindeutig zuordnet.
• Sobald das zuordnende Dokument gelöscht wird, sind die Daten anonym!

• Faktisch anonymisierte Daten:
• Die Daten können einer Person nicht mehr zugeordnet werden. Jedoch: mit einem 

unverhältnismäßig großen Aufwand wäre es möglich, die Daten zu rekonstruieren.
• Eine neue Erhebung der Daten wäre weniger aufwendig.

• Absolut anonymisierte Daten:
• Die Daten können unter keinen Umständen rekonstruiert werden.



Andere Abteilungen 
innerhalb der Institution 

Eine weitere Institution, 
Firma, Dienstleister etc. 
(Bitte ausführliche 
Kontaktdaten eintragen)

Geht es z.B. um eine frei 
zugängliche Homepage 
mit Fotos oder Videos so haben 
wir durch die Übertragung
im Internet immer auch eine 
Datenübermittlung in ein 
Drittland!
Kreuz bei „findet wie folgt statt“ 
und 
Erläuterung mit „Verbreitung über 
Internet“

Bei Übermittlungen von 
Daten
in ein Drittland MUSS die 
Stabsstelle 
Informationssicherheit und 
Datenschutz zu Rate 
gezogen werde! 



Personen, die einen direkten 
Zugriff auf die erhobenen Daten 
haben. Wenn möglich sollte statt 
eines Namens die Funktion 
genannt werden, da sich diese im 
Gegensatz zur eingesetzten 
Person nicht verändert. Sollte es 
sich jedoch um ein 
personengebundenes Projekt 
handeln, kann auch der Name 
eingesetzt werden.  

Die Berechtigungen zum 
Bearbeitungsumfang 
sollten, wenn möglich, 
klar definiert sein.



Wesentlicher Unterschied zwischen Auftrags-
verarbeitung und gemeinsamer Verantwortlichkeit
• Verarbeitung durch Auftragsverarbeiter (Art. 28 DSGVO)

• Der Verantwortliche erteilt genaue Anweisungen, wie mit den übermittelten 
personenbezogenen Daten umgegangen werden darf.

• Der Auftragsverarbeiter ist dem Verantwortlichen unterstellt und handelt auf 
Basis eines Vertrages (Auftragsverarbeitungsvertrag)

• Gemeinsame Verantwortlichkeit (Art. 26 DSGVO)
• Gemeinsam Verantwortliche legen zusammen die Mittel und Zwecke einer 

Verarbeitung fest.
• Sie regeln untereinander, wer welchen Verpflichtungen nachkommt.



Laut Art. 5 Abs. 1 lit. a 
muss die Verarbeitung von 
personenbezogenen Daten 
für den Betroffenen 
nachvollziehbar 
(Transparent) sein. Hier 
sollte demnach ein 
Vermerk erfolgen, wie die 
Betroffenen informiert 
werden. Bestenfalls sollte 
die Information als Anhang 
zum VVT gegeben werden. 



Schwellwertanalyse und Datenschutzfolgenabschätzung (DSFA)

• Eine DSFA ist insbesondere notwendig, wenn…

• …die Datenverarbeitung automatisiert stattfindet (z.B. Profiling) und als Grundlage 
für Entscheidungen dient.

• …eine umfangreiche Verarbeitung von Kategorien aus Artikel 9 (besondere 
Kategorien personenbezogener Daten) und 10 (personenbezogene Daten über 
strafrechtliche Verurteilungen und Straftaten) DSGVO

• …eine systematische Bewachung öffentlich zugänglicher Bereiche stattfindet.

• Sollten Sie unsicher sein, ob Ihre Verarbeitung von einer DSFA betroffen ist oder nicht, 
kontaktieren Sie bitte den Datenschutzbeauftragten!



Technische und organisatorische Maßnahmen (TOM)

• Die Beschreibung der TOM ist notwendig, um zu ermitteln, wie gut Daten vor Missbrauch 
geschützt sind.

• Unterscheidung zwischen alltäglichen und selbstverständlichen Maßnahmen wie…
• …Rechner bei Verlassen des Arbeitsplatzes sperren
• …Schränke und Türen abschließen
• …Verarbeitung von Daten ausschließlich auf Dienstrechnern
• …Zugangsdaten weder teilen noch mitteilen

• und komplizierteren Maßnahmen ggf. unter mithilfe von Dritten im digitalen Bereich:
• Einrichten einer Firewall
• Virenprogramme
• VPN-Verbindungen
• Sichere digitale Umgebungen in einer Cloud etc.







Haben Sie Fragen bzgl. einer Verarbeitung, die in Ihrem 
Verantwortungsbereich liegt, oder haben Sie Fragen oder 

Anregungen zu dieser Präsentation,kontaktieren Sie uns unter:

Hotline: 0271/ 740 5500
E-Mail: datenschutz@uni-siegen.de

Gerne können Sie auch einen persönlichen Termin mit uns 
vereinbaren.

mailto:datenschutz@uni-siegen.de
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