Informationssicherheit
und Datenschutz




Verzeichnis fur

Verarbeitungstatigkeiten
(VVT)



Art. 30 DSGVO (Verzeichnis fur Verarbeitungstatigkeiten)
Welche Informationen gehoren in ein VVT?

e Name und Kontaktdaten des...
e ..Verantwortlichen und dessen Vertreter
 ...Datenschutzbeauftragten

* ..eventuell gemeinsam Verantwortlichen oder eines
Auftragsverarbeiter

» Zwecke der Verarbeitung (Warum)
» Kategorien betroffener Personen (Wer)

* Kategorien personenbezogener Daten (Was)

e Kategorien von Empfangern (Wohin)

e Loschregeln und Speicherkonzepte (Wie lang)

Allgemeine Beschreibung der technischen
und organisatorischen Mallhahmen (Womit)



Eindeutige,
klare
Benennung des
Projekts

" UNIVERSITAT
SIEGEN

Stabsstelle Datenschutz

Verzeichnis von Verarbeitungstatigkeiten

(gem. Art. 30 Abs. 1 DSGVO)

‘ Aktenzeichen

A. Vorblatt

1. Angaben zum Verantwortlichen

Wird vergeben von der
Stabsstelle
Informationssicherheit und
Datenschutz und sollte
danach bei jeder
Kommunikation angegeben
werden.

Name Universitét Siegen

Korperschaft des dffentlichen Rechts.

Die Universitét Siegen ist eine vom Land getragene, rechtsfahige

Adresse Adolf-Reichwein-Str. 2a, 57076 Siegen
Telefon 0271/ 740 -0

E-Mail

Web www.uni-siegen.de

2. Kontaktdaten der/des Datenschutzbeauftragten

Adresse Universitét Siegen
Datenschutzbeauftragter
Adolf-Reichwein-Str. 2a, 57076 Siegen

Telefon 0271/ 740 -5500

E-Mail datenschutzbeauftragter@uni-siegen.de

Immer vorausgefillt




Verzeichnis von Verarbeitungstatigkeiten

{gem. Art. 30 Abs. 1 DSGVO)

| Mesnenicten_|

‘ Benenmung

Hachschulinterne Kontaktdaten
3. Innerorganisatorische Ansprechpartner

Verantwortliche Fach-
abteihng

Fachlicher Ansprech-
pariner

Telefon

E-Mai

Technischer An-
sprechpartner

Telefon

E-Mai

4. Datenschutzkoordinator {falls bereits vorhanden}

Hier bitte den Prozessverant-

[ wortlichen inkl. Kontaktdaten

eintragen.

A

Telefon

Sollte kein Datenschutz-
koordinator fur lhren Bereich
festgelegt sein, bitte frei lassen!




Verzeichnis von Verarbeitungstatigkeiten

(gem. Art. 30 Abs. 1 DSGVO)

B. Angaben zur Verarbeitungstatigkeit

‘ Aktenzeichen ‘

Benennung

Datum der Einfithrung

Stand

[0 Neue Verarbeitungstétig- | [0 Anderung einer bestehenden
keit Verarbeitungstatigkeit

1. Zweck(e) und Rechtsgrundlage(n) der Verarbeitung
(Art. 30 Abs. 1S. 2 lit. b sowie Art. 5 Abs. 1 lit. a i.V.m. Art.6 Abs.1 DSGVO) WaS W| rd

kurze Beschreibung / ?
der Verarbeitung ge m a C ht H

(was wird gemacht?) /

Zweck(e) Rechtsgrundlage Erlauterung / Konkretisierung der Rechtsgrund-
lage

Erforderlichkeit fr Nennung der konkretisierten Rechtsgrundlage

Wa ru m WI rd es eine Aufgabe, die im | (bspw. HG NRW, Ordnung der Hochschule, ...) an-

offentlichen Inte- dernfalls Beschreibung der Ubertragenen Aufgabe

e m a C ht ? resse liegt oder in inkl. Begrindung der Erforderlichkeit:
g . Ausiibung 6ffentli-

v

cher Gewalt erfolgt
(Art. 6 Abs. 1 lit. e)

Erforderlichkeit zur Nennung der rechtlichen Verpflichtung:
Erfullung einer recht-
lichen Verpflichtung
(Art. 6 Abs. 1 lit. c)

Einwilligung in die O Einwilligungserklarung im Anhang
Verarbeitung

. [ Verweis auf Einwilligungserklarung
(Art. 6 Abs. 1 lit. a)

[ schliissige Handlung (bitte erldutern):




Erlauterungen zur Rechtsgrundlage nach Artikel 6 litt. a-f DSGVO RechtmaRigkeit der Verarbeitung

a) Einwilligung durch die betroffene Person (meist Grundlage bei Forschungszwecken)
- Der oder die Zwecke miussen klar definiert sein.
- Die Einwilligung muss in einer klaren, verstandlichen Sprache verfasst sein
- Die Einwilligung kann durch den Betroffenen jederzeit genauso einfach widerrufen werden,
wie sie gegeben wurde.
- Die Einwilligung muss nicht schriftlich erfolgen, sondern durch eine schliissige Handlung des Betroffenen .
- Die schriftliche Form hat jedoch immer den Vorteil der besseren Dokumentation.

b) Erfiillung eines Vertrages

c) Erfiillung einer rechtlichen Verpflichtung
- Grundlage z.B. im Unionsrecht, Recht des Mitgliedsstaates oder, im Falle einer Hochschule, des
Hochschulgesetzes.

d) Erforderlich, um lebenswichtige Interessen zu schiitzen
- An der Hochschule selten in einer wiederkehrenden Aufgabe zu finden. Jedoch sollte in Ausnahmefallen
selbstverstandlich gelten: Handeln! (Bsp.: Schutz einer Schwangeren im Labor)




e) Wahrnehmung einer Aufgabe des 6ffentlichen Interesses

f) Wahrung von berechtigten Interessen
- Hier geht es um berechtigte Interessen des Verantwortlichen oder eventuell sogar eines Dritten.

- Ubermittlungen innerhalb unterschiedlicher Bereiche in einem Unternehmen (kleines Konzernprivileg)

- Sicherstellung der Informationssicherheit

- Aber: da das ,berechtigte Interesse” sehr weit gefasst werden kann, muss die anschlielSende
Interessenabwagung sicherstellen, dass die Interessen des Betroffenen in keinem Fall Gberwiegen!

In den meisten Fallen kommt an der Universitat Siegen Artikel 6 Abs. 1 lit.
a, b oder e zum Einsatz. Oftmals in Verbindung mit §18 DSG NRW
(Datenverarbeitung im Beschaftigungskontext und §3 HG NRW (Aufgaben
der Hochschule) oder §17 DSG NRW (Datenverarbeitung zu
wissenschaftlichen oder historischen Forschungszwecken oder zu

statistischen Zwecken)



Hier sind die abgefragten
Kategorien einzutragen.
Bei einer grollen Menge
an Kategorien kann man
auch zusammenfassen
(Bsp. statt Stralde, PLZ,
Ort, E-Mail, Telefon,
Kontaktdaten als einen
Punkt anfihren).

Erforderlichkeit zur [ Vertrag im Anhang
Erfullung eines Ver-

trags
(Art. 6 Abs. 1 lit. b) [ Erlauterungen zum Vertrag:

[ Verweis auf Vertrag

Erforderlichkeit zur Begrindung / Ergebnis der Priifung der Verhalt-
Wahrung der be- nismaRigkeit:

rechtigten Interessen
(nicht fur Behorden
in Erfullung ihrer
Aufgaben vorgenom-
mene Verarbeitun-
gen)

(Art. 6 Abs. 1 lit. f)

Erforderlichkeit zum | Welche Interessen werden geschutzt?
Schutz lebenswichti-
ger Interessen

(Art. 6 Abs. 1 lit. d)

Bestehen fiir die Verarbeitung Vorschriften fiir besondere Verarbeitungssituationen?

(DSG NRW Abschnitt 1, § 16ff) -—

O Datenverarbeitung zu wissenschaftlichen odeer zu
statistischen Zwecken (§ 17)

O Datenverarbeitung im Beschaftigungskontext (§ 18) o

O Verarbeitung zu kinstlerischen oder literarischen Zwecken (§ 19)

O Videoiiberwachung (§ 20)

2. Beschreibung der Kategorien von personenbezogenen Daten
(Art. 30 Abs. 1. 2 lit. c)

Hinweis: Die laufende Nummer (Lfd. Nr.) dient dazu bei komplexeren Verarbeitungen den einzelnen
Kategorien personenbezogener Daten im Folgenden die Kategorien betroffener Personen (0), Lésch-
fristen (5) und die Kategorien von Empfangern (6) zuzuordnen.

Lfd.

| Nr.
—_

Kategorien personenbezogener Daten

a

u|bh|lw N |k

Werden Daten in einer
Weise, die das DSG NRW als
,Besondere Verarbeitungs-
situationen” bezeichnet,
verarbeitet, so sind weitere
MalRknahmen der
Verarbeitung zu
berlicksichtigen. DSG NRW
§§16ff. (z.B.
Anonymisierung bei
statistischen Zwecken)




Artikel 9 DSGVO
Besondere Kategorien personenbezogener Daten

- rassische, ethnische Herkunft

- politische Meinungen

- religidse und weltanschauliche Uberzeugungen

- Gewerkschaftszugehorigkeit

- genetische, biometrische Daten

- Gesundheitsdaten

- Daten zum Sexualleben und zur sexuellen Orientierung




Die laufenden Nummern ___———
werden fortgesetzt.

Nicht wieder von 1 an beginnen!

ACHTUNG!

Ab hier werden

die Nummern
eingetragen,

die wir unter Punkt 2
festgelegt haben.

Es gilt: Nummern sind
durch Kommata oder
Bindestrich voneinander
abzugrenzen(Bsp.: 1-10,
1,3-5 etc.)

beitet?

Werden besondere Kategorien personenbezogener Daten (Art. 9) verar-

L .

OJa/ O Nein

Lfd. Besondere Kategorien personenbezogener Daten \
Nr.

~—

3. Datenherkunft

nen oder externen Stelle?

geholt werden.

m eilen.)

Erhalten Sie die Daten direkt von den betroffenen Personen oder erhalten Sie diese von einer inter-

(Hinweis: Bei einer internen Stelle muss gepruft werden, ob der gleiche Zweck verfolgt wird. Wird
der gleiche Zweck verfolgt, wurde die Verarbeitung gegebenenfalls schon durch die andere Stelle do-
kumentiert. Wenn nein, muss dies von der intern fiir die Verarbeitung verantwortlichen Stelle nach-

Bei einer externen Stelle muss der Betroffene im Rahmen der Informationspflichten spétestens nach
einem Monat darauf hingewiesen werden, woher seine Daten stammen. Ansonsten ist ihm dies
schon friiher mit der ersten Ansprache oder bei einer beabsichtigten Weiteribermittlung an Externe

Daten, die auf Folie 3
aufgelistet sind.
,Besondere Kategorien
personenbezogener
Daten” bediirfen einer
expliziten Einwilligung
NUR durch den
Betroffenen selbst.

Datenherkunft

vom Betroffenem
(bitte mit X markieren)

interne Stelle
(bitte angeben)

externe Stelle
(bitte angeben)

(Art. 30 Abs. 1 S. 2 lit. c)

4. Beschreibung der Kategorien betroffener Personen

Nr.
aus 2

Lfd. Kategorien betroffener Personen

[J Mmitglieder der Hochschule
[J Professoren / Dozenten
[J Beschiftigte
[ Studierende
O




Ein VVT kann nur erfolgreich
abgeschlossen werden, wenn
Erlduterungen zur Speicherzeit
der Daten erfolgen.

Ziel sollte sein, Daten so kurz
wie moglich und so lang

wie notig zu speichern!

[ Gaste
[ Gastdozenten
[0 gastweise an der Hochschule tétige Personen
[ Kooperationspartner
O Ehemalige (Alumni, Emeriti)
O

[ Geschaftspartner
[ Kontaktpersonen an anderen Hochschulen
O Kontaktpersonen der Lieferanten

[ Kontaktpersonen der Auftraggeber

O

O Bewerber auf Studienplatze

O Stellenbewerber

[ Tagungs- / Konferenzteilnehmer

[ Studienteilnehmer / Probanden

O Schiiler

[ Nutzer von Webseiten / 6ffentlichen Diensten der Hochschule
O

Weitere:

(Art. 3

5. Fristen fiir die Loschung der verschiedenen Datenkategorien
0 Abs. 1S. 2 lit. f)

Anm.: Daten sind dann zu I6schen, wenn sie fur die Erfullung des Zwecks nicht mehr erforderlich sind
und wenn dartberhinausgehend keine gesetzlichen Aufbewahrungsfristen gelten.

OEs

[ Ein Léschkonzept wird in folgendem Dokument (Anhang) beschrieben:

Lfd.
Nr.
aus 2

gelten die folgenden Ldschregeln:
Loschregeln fiir die Datenkategorien (Abschnitt 3)
Startzeitpunkt des Fristlaufs / Ausléser der Léschfrist / Zeitraum bis zur Lo-
Frist schung
(bspw. Erhebung, Semesterende, Exmatrikula- | (bspw. 3 Monate, 1 Jahr)

tion, Vertragsende)

Daten, die flir spatere statistische
Zwecke noch gebraucht werden,
dirfen anonymisiert archiviert
werden.

Dabei muss eine absolute
Anonymisierung gewahrleistet sein!

Falls keine Moglichkeit besteht eine konkrete Loschregel anzugeben, sind Kriterien fiir die Festlegung

der Spe

icherdauer anzugeben.




Pseudonymisierte Daten - faktisch anonymisierte Daten - absolut anonymisierte Daten

* pseudonymisierte Daten:
* Der Name der betroffenen Person wird durch eine Nummer, ein Alias oder ein

anderes Kennzeichen ersetzt.
* Es existiert ein Dokument, welches Name und Pseudonym eindeutig zuordnet.

e Sobald das zuordnende Dokument gel6scht wird, sind die Daten anonym!

* Faktisch anonymisierte Daten:
* Die Daten konnen einer Person nicht mehr zugeordnet werden. Jedoch: mit einem

unverhaltnismallig grolen Aufwand ware es moglich, die Daten zu rekonstruieren.
* Eine neue Erhebung der Daten ware weniger aufwendig.

e Absolut anonymisierte Daten:
e Die Daten konnen unter keinen Umstanden rekonstruiert werden.



Geht es z.B. um eine frei
zugangliche Homepage

mit Fotos oder Videos so haben
wir durch die Ubertragung

im Internet immer auch eine
Datenubermittlung in ein
Drittland!

Kreuz bei , findet wie folgt statt”
und

Erlauterung mit ,Verbreitung tber
Internet”

Lfd. Kriterien fiir die Festlegung der Speicherdauer

Nr. (bspw. Loschung 6 Monate nach Abschluss der Forschungsarbeit, Léschung nach Been-
aus2 | digung der Rechtsstreitigkeiten)

Kategorien von Empfingern, gegeniiber denen die personenbezoge-
nen Daten offengelegt worden sind oder noch werden
(Art. 30 Abs. 1°S. 2 lit. d)

Lfd.
Nr. aus
2
O | Intern (Zugriffs- | Abteilung(en) /
berichte) Funktion A/

O | Extern Empfangerkategorie *

O | Drittland oder | Ndhere Angaben
internationale | bitte unter Pkt. 7
Organisation
(Kategorie)

/[

7. Ggf. Ubermittlungen von personenbezogenen Daten an ein Drittland
oder an eine internationale Organisation
(Art. 30 Abs. 1S. 2 lit. e)
Wenn Daten in irgendeiner Weise auRerhalb der EU gelangen kénnten (z. B. Nutzung eines Cloud-

Service oder die Zusammenarbeit mit Unternehmen / Institutionen im EU-Ausland vorliegen) sollte
der Datenschutzbeauftragte frithzeitig dartiber informiert werden.

Eine Datenubermittlung an ein Drittland oder eine internationale Organisation

[0 | findet nicht statt und ist auch nicht geplant

O | findet wie folgt statt:

Nennung der konkreten Datenempfanger

[m] Drittland

O internationale Organisa-
tion

Sofern es sich um eine in Art. 49 Abs. 1 Unterabsatz 2 DSGVO genannte Datenlbermittlung han-
delt, Dokumentation geeigneter Garantien.

O Anerkannter Drittstaat
Angemessenheitsbeschluss der Kommission (Art. 45 Abs. 3 DSGVO)

O EU-Standardvertrag(-sklauseln)

Andere Abteilungen
innerhalb der Institution

T

Eine weitere Institution,
Firma, Dienstleister etc.
(Bitte ausfiihrliche

Kontaktdaten eintragen)

Bei Ubermittlungen von
Daten

in ein Drittland MUSS die
Stabsstelle
Informationssicherheit und
Datenschutz zu Rate
gezogen werde!




Personen, die einen direkten
Zugriff auf die erhobenen Daten
haben. Wenn moglich sollte statt
eines Namens die Funktion
genannt werden, da sich diese im
Gegensatz zur eingesetzten
Person nicht verandert. Sollte es
sich jedoch um ein
personengebundenes Projekt
handeln, kann auch der Name
eingesetzt werden.

Herstellung eines ausreichenden Datenschutzniveaus durch Standarddatenschutzklau-
seln (Art. 46 Abs. 2 lit. c und d DSGVO)

Aufsichtsbehordlich genehmigter Vertrag

Herstellung eines ausreichenden Datenschutzniveaus durch verbindliche interne Da-
tenschutzvorschriften (Art. 46 Abs. 2 lit. b i.V.m. 47 DSGVO)

Binding Corporate Rules (BCR)

Herstellung eines ausreichenden Datenschutzniveaus durch genehmigte Verhaltensre-
geln (Art. 46 Abs. 2 lit. e i.V.m. 40 DSGVO)

Herstellung eines ausreichenden Datenschutzniveaus durch einen Zertifizierungs-me-
chanismus (Art. 46 Abs. 2 lit. f i.V.m. 42 DSGVO)

Herstellung eines ausreichenden Datenschutzniveaus durch folgende sonstige MaR-
nahmen (Art. 46 Abs. 2 lit. a, Abs. 3 lit. a und b DSGVO):

Aufgrund folgendem Ausnahmetatbestand des Art. 49 DSGVO:

C. Weitere Angaben

1. Welche Personengruppen haben Zugriff auf welche der erhobenen

personenbezogenen Datenkategorien?

(Art.5 Abs.1 lit. b, c DSGVO)

[ Es liegt ein externes Berechtigungskonzept vor (Anhang)

[0 Es existieren die folgenden Zugriffsberechtigungen:

Lfd. Nr.
aus B2

Zugriffsberechtigte Personengruppen Umfang

[ Lesen
[ Schreiben
[ Loschen

O Lesen
O Schreiben
O Loschen

Die Berechtigungen zum
Bearbeitungsumfang
sollten, wenn moglich,
klar definiert sein.

O Lesen
O Schreiben
0O Léschen

O Lesen
O Schreiben
0O Léschen

O Lesen
O Schreiben
O Léschen




Wesentlicher Unterschied zwischen Auftrags-
verarbeitung und gemeinsamer Verantwortlichkeit

 \Verarbeitung durch Auftragsverarbeiter (Art. 28 DSGVO)

* Der Verantwortliche erteilt genaue Anweisungen, wie mit den Ubermittelten
personenbezogenen Daten umgegangen werden darf.

* Der Auftragsverarbeiter ist dem Verantwortlichen unterstellt und handelt auf
Basis eines Vertrages (Auftragsverarbeitungsvertrag)

 Gemeinsame Verantwortlichkeit (Art. 26 DSGVO)

* Gemeinsam Verantwortliche legen zusammen die Mittel und Zwecke einer
Verarbeitung fest.

* Sie regeln untereinander, wer welchen Verpflichtungen nachkommt.




2. Transparenz / Informationspflichten
(Art. 5 Abs. 1 lit. a i.V.m. Art. 12ff)

[J Die Betroffenen werden mit einem Informationsblatt iiber die Datenerhebung informiert (An-
hang)

[ Die Betroffenen werden mit einer Online-Datenschutzerklarung Gber die Datenerhebung infor-
miert; Verweis auf Datenschutzerkldrung: https://

[J Die Betroffenen werden wie folgt informiert

3. Angaben zum ggf. mit dem Verantwortlichen gemeinsam Verant-
wortlichen
(Gemeinsam Verantwortlich bedeutet, dass eine gemeinsame Verantwortlichkeit dann vorliegt,
wenn ,zwei oder mehr Verantwortliche gemeinsam die Zwecke der und die Mittel zur Verarbeitung”

festlegen)
(Art. 26, Art. 30 Abs. 1 S. 2 lit. a DSGVO)

Name

Adresse

Telefon

E-Mail

4. Auftragsverarbeitung

(Auftragsverarbeiter ist eine naturliche oder juristische Person, eine Behérde, Einrichtung oder an-
dere Stelle, die personenbezogene Daten im Auftrag des Verantwortlichen verarbeitet)

(Art. 28)

[ Eine Auftragsverarbeitung findet nicht statt

Laut Art. 5 Abs. 1 lit. a
muss die Verarbeitung von
personenbezogenen Daten
fur den Betroffenen
nachvollziehbar
(Transparent) sein. Hier
sollte demnach ein
Vermerk erfolgen, wie die
Betroffenen informiert
werden. Bestenfalls sollte
die Information als Anhang
zum VVT gegeben werden.

[ Der Auftragsverarbeiter bietet hinreichend Garantien (Art. 28 Abs. 1)

[ Ein Vertrag zur Auftragsverarbeitung wurde geschlossen (Anhang)

Name

Adresse

Telefon

E-Mail

5. Schwellwertanalyse
(Art. 35 Abs. 1)

[ Eine Schutzbedarfsfeststellung / Schwellwertanalyse wurde durchgefiihrt und hat die folgende Ri-
sikoeinschatzung ergeben:




Schwellwertanalyse und Datenschutzfolgenabschatzung (DSFA)

* Eine DSFA ist insbesondere notwendig, wenn...

« ..die Datenverarbeitung automatisiert stattfindet (z.B. Profiling) und als Grundlage
fur Entscheidungen dient.

* ..eine umfangreiche Verarbeitung von Kategorien aus Artikel 9 (besondere
Kategorien personenbezogener Daten) und 10 (personenbezogene Daten liber
strafrechtliche Verurteilungen und Straftaten) DSGVO

e ..eine systematische Bewachung 6ffentlich zuganglicher Bereiche stattfindet.

* Sollten Sie unsicher sein, ob lhre Verarbeitung von einer DSFA betroffen ist oder nicht,
kontaktieren Sie bitte den Datenschutzbeauftragten!



Technische und organisatorische Malinhahmen (TOM)

Die Beschreibung der TOM ist notwendig, um zu ermitteln, wie gut Daten vor Missbrauch

geschuitzt sind.

Unterscheidung zwischen alltaglichen und selbstverstandlichen MaRnahmen wie...
* ...Rechner bei Verlassen des Arbeitsplatzes sperren

e ..Schranke und Turen abschlieRen
e ..Verarbeitung von Daten ausschliel3lich auf Dienstrechnern

e ..Zugangsdaten weder teilen noch mitteilen

und komplizierteren Malinahmen ggf. unter mithilfe von Dritten im digitalen Bereich:

 Einrichten einer Firewall
* Virenprogramme

e VPN-Verbindungen
* Sichere digitale Umgebungen in einer Cloud etc.



O Normales Risiko fiir die Betroffenen

[ Hohes Risiko fir die Betroffenen

[ Sehr Hohes Risiko fiir die Betroffenen

6. Datenschutzfolgenabschitzung (DSFA)
(Art. 35)

[ nicht erforderlich

O wurde durchgefiihrt

mit folgendem Ergebnis

[ hinreichend MaBnahmen zur Bewiltigung der Risiken vorhanden

[ zusétzliche MaRnahmen wurden ergriffen

[ keine MaRnahmen zur Einddmmung des Risikos mdglich bzw. es werden keine MaBnahmen er-
griffen

dann

[J Konsultation der Aufsichtsbehérde (Art. 36) wurde mit folgendem Ergebnis durchgefiihrt:

D. Technische und organisatorische MaRhahmen (TOM)
(Art. 30 Abs. 1 S. 2 lit. g i.V.m. Art. 32 Abs.1 DSGVO)

[0 Die Verarbeitung ist geprift und zertifiziert (bspw. BSI, ISO 27000) (Anhang)
O Es liegt ein umfassendes Datensicherheitskonzept vor (Anhang)

[0 Beschreibung der eingesetzten Software (Anhang)

[ Es liegt eine Beschreibung der fir die Verarbeitung getroffenen MaRnahmen vor (Anhang)
O Es wurden folgende MaRnahmen getroffen

(Erlautern Sie die zu den vorgegebenen Schutzzielen jeweils getroffenen MaRnahmen)

1.1. Pseudonymisierung gemaB Art. 32 Abs. 1 lit. a) DSGVO

1.2. Verschliisselung gemaR Art. 32 Abs. 1 lit. a) DSGVO

1.3. Gewahrleistung der Vertraulichkeit gem&R Art. 32 Abs. 1 lit. b) DSGVO

1.4. Gewdbhrleistung der Integritdt gemaf Art. 32 Abs. 1 lit. b) DSGVO




1.5. Gewdbhrleistung der Verfiigbarkeit gemaR Art. 32 Abs. 1 lit. b) DSGVO

1.6. Gewahrleistung der Belastbarkeit der Systeme gemaR Art. 32 Abs. 1 lit. b) DSGVO

1.7. Verfahren zur Wiederherstellung der Verfiigbarkeit personenbezogener Daten nach einem
physischen oder technischen Zwischenfall gemaR Art. 32 Abs. 1 lit. c) DSGVO

1.8. Verfahren regelmiBiger Uberpriifung, Bewertung und Evaluierung der Wirksamkeit der
technischen und organisatorischen MaBnahmen gemaR Art. 32 Abs. 1 lit. d) DSGVO

1.9. Weitere Manahmen

[ Sensibilisierung und/oder Schulung der an Verarbeitungsvorgéngen Beteiligten
[ Beteiligung des/der zustdndigen Datenschutzbeauftragten
[0 Hinweis/Verpflichtung der an Verarbeitungsvorgéngen Beteiligten auf das Datengeheimnis

O Folgende MaRnahmen, die die nachtragliche Uberpriifung und Feststellung gewahrleisten, ob
und von wem personenbezogene Daten erfasst, verdndert oder gel6scht worden sind.

O Im Falle einer Ubermittlung oder Zweckénderung: Folgende spezifische Verfahrensregelungen
werden getroffen, um die Einhaltung des LDSG und der DS-GVO sicherzustellen:

O Sonstiges:

E. Bestatigung

Hiermit bestatige ich die Richtigkeit der fiir die Verarbeitungstatigkeit gemachten Angaben

Verfahrensverantwortliche/r Datum Unterschrift
(intern)




Haben Sie Fragen bzgl. einer Verarbeitung, die in lhrem
Verantwortungsbereich liegt, oder haben Sie Fragen oder
Anregungen zu dieser Prasentation,kontaktieren Sie uns unter:

Hotline: 0271/ 740 5500
E-Mail: datenschutz@uni-siegen.de

Gerne konnen Sie auch einen personlichen Termin mit uns
vereinbaren.


mailto:datenschutz@uni-siegen.de
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